OIT Systems Service Level Agreement with Campus

_______________________________________________________

Title:
Effective Date: 

AAA Servers Availability


________________________________________________________________

Service Provider:                                        
Client:                                    Service Type:

OIT Systems 




Campus

            Availability

________________________________________________________________

Purpose and Objectives:
The purpose of this Service Level Agreement is to ensure clear understandings and agreements between OIT systems and Campus. This Service Level Agreement will help to ensure that OIT takes all the steps to provide excellent service and support.  ________________________________________________________________

Service Description:(Service delivery expectations and timing.)

The AAA Servers will be available to the campus clients 7 days per week 24 hours per day. 
(Items to be included)
· Hardware/ Server description

· Network Infrastructure

· Security 

· Client Requirements

________________________________________________________________

Service Hours: 
________________________________________________________________

Change Management Procedures: (Circumstances outside the Provider's control.)

Planned outages for maintenance will require two working days notice and written permission from management. Planned and scheduled outages will be factored out of the availability calculations. Scheduled downtimes will be kept to a minimum to ensure minimal impact to the Campus. To report planned or unplanned downtime, please contact the Campus Service Desk at 581-4000.

________________________________________________________________

Service Availability:

Service Availability Ratings:              Excellent:                    Target:                     Satisfactory:

                                                                   100%                           95%           
          95%

Service Availability Calculation:

   (Hours Available / Total Hours in Month) * 100
Response Procedures for Unsatisfactory Service Rating:

The service provider will provide in writing within 7 days, the reasons for the unsatisfactory service and the plan/action for prevention of recurrence.

Service Measurement: (How the service will be measured and who is responsible for measuring.)

The service provider will compile statistics each month using logged information. The measurement will include the “Service Availability Ratings” and the “Service Desk Service Level Agreement Metrics”. 
Service Level Reporting: (Other customers of this service who will receive the compliance reports.)

Reports will be made available to ??????????

________________________________________________________________

Service Desk Support:

During business hours:  From 7 a.m. to 10 p.m. Monday through Friday, Saturday 9:00 to 6:00, contact the Campus Service Desk at 581-4000. 

After hours support: weekend and after-hours (10:00 p.m. to 7 a.m.) please contact the Service Desk at 581-4000 and leave a voicemail explaining the nature of the problem. Provide a phone number where you can be reached. The system automatically pages the Help Desk Tech Support person who is on call. The Tech Support on-call person  screens the message and contacts the caller within 30 minutes to let him or her know that the request has been received and to get more information if necessary.

Service Desk Service Level Agreement Metrics:

a) Answer Rate: 90% of calls answered within 60 seconds.

b) Abandoned Rate: percentage of abandoned calls at <=6%.

c) Satisfaction Survey: 90% satisfied or better from the customer satisfaction surveys.

________________________________________________________________

Incident and Problem Management:

When an incident is reported, the Service Desk classifies the severity levels as follows:

	Case Priority
	Time Frame
	Criteria
	Completion

Timeframe/Escalation

	Urgent
	Response time 15 minutes to customer by support personnel
	Multiple Failures (a group of people are down)
	- Should be completed within 4 hours, 90% of the time

- Escalation to 1st level manager

	High
	Response time 15 minutes to customer by support personnel
	-Critical task cannot be performed.

-1 user cannot access a critical system
	- Should be completed within one business day, 90% of the time

- Escalation to 1st level manager

	Medium
	Response time within 2 hours to customer by support personnel
	
	- Should be completed next business day, 90% of the time.

-Escalation to 1st level manager

	Low
	Response time one business day to customer by support personnel
	-Scheduled move, add or change

-Non Critical repair
	- Should be completed within 2-5 business days, 90% of the time

-Escalation to 1st level manager

	After Hours
	15 minute response time to customer
	-Urgent or high criteria
	 -  On site within 2   hours, completed by 6 hours

- Escalation to 1st level manager


________________________________________________________________
Escalation Procedures:

To escalate a problem, please contact the Campus Service Desk at 581-4000. Please provide the ticket information and the reason for the outage status change. 

________________________________________________________________

Network Availability:
 NOCC will deliver Class 4, Fault Resilient service to Campus, as defined in the following table.
NM: Need to define / describe the “Availability Class”.


	
	AVAILABILITY CLASS
	UNAVAILABILITY MINUTES/YEAR
	SYSTEM 
AVAILABILITY

	Unmanaged
	1
	50,000
	90%

	Managed
	2
	5,000
	99.0%

	Well-Managed
	3
	500
	99.9%

	Fault-Resilient
	4
	50
	99.99%

	High-Availability
	5
	5
	99.999%


________________________________________________________________

Disaster Recovery:
Backup and Restore:  OIT is responsible for backing up all production servers. The backups include daily incremental backups, weekly and full monthly backups. Campus users will be responsible for backup of all local drives. Request to restore files from shared drives can be submitted by contacting the Campus Service Desk at 581-4000. 

________________________________________________________________

Security:
Brief mention of (or reference to) the security policy. Details of any specific responsibilities on both sides.  

________________________________________________________________

** APPROVALS **

Client:                                                                                                                        Date:

Service Provider:                                                                                                      Date:

