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ITIL Processes
	CSI
	Service Measurement
	This process is responsible for managing the tools and processes that are used to measure the performance of IT services and the IT service provider.

	CSI
	Service Reporting
	This process is responsible for producing and delivering reports of achievement and trends against Service Levels. The Service Reporting process forms agreements with Customers on the format, content and frequency of reports.

	CSI
	Service Improvement
	This process is responsible for managing improvements to IT service management processes and IT services. The performance of IT services and the IT service provider is continually measured. Improvements are made to processes, IT services and IT Infrastructure in order to increase efficiency, effectiveness, and cost effectiveness. Specifically, the 7-Step Improvement process spans the entire service lifecycle and the management organization.

	SS
	Strategy Generation
	IT has learned to operate as a company within a company by competing for new customers and maintaining existing ones. Strategy Generation activites position an IT service provider as an organizational strategic asset and partner to achieve business objectives. Strategy Activities develop an IT service provider's capabilities, resources, and assets that form a unique Service Portfolio of "value added" to the business.

	SS
	Service Portfolio Management
	The Service Portfolio is the complete set of Services that are managed through their lifecylce, from proposal though development, operation, and retirement. Service Portfolio Management is the process responsible for managing this Service portfolio. This process considers IT services in terms of the business value that they provide, much in the same way an "investment portfolio" describes it's individual investments.

	SS
	IT Financial Management
	IT Financial Management is the process responsible for managing an IT Service Provider's budgeting, accounting and charging requirements. It is part of the larger organizational function of Financial Management.

	SS
	Demand Mgmt
	This process is responsible for understanding and influencing Customer demand for IT services and the provision of capacity to meet these demands.

	SD
	Service Catalog Management
	Service Catalog Management is the process that manages the Service Catalog. The Service Catalog is a database or structured document with information about all available and live IT services. It includes information about deliverables, availability, prices, contact points, ordering and request processes. It is the only part of the Service Portfolio published to customers, and is used to support the sale and delivery of IT services. 

	SD
	Service Level Management
	The Service Level Management process is responsible for negotiating Service Level Agreements. These agreements are a key component of the Service Catalog. Service Level Management will ensure that all supporting IT service management processes, Operational Level Agreements, and Underpinning Contracts, are appropriate for the agreed Service Level Targets. Service Level Management is also responsible for ensuring that Service Level Agreement targets are are met. It does this by reviewing performance reports on service levels and holding regular customer reviews.

	SD
	Capacity Management
	This process is responsible for ensuring that the capacity of IT services and the IT infrastructure is able to deliver agreed Service Level Targets (contained in Service Level Agreements) in a cost effective and timely manner. Capacity Management considers all resources required to deliver the IT service, and plans for short, medium and long term Business Requirements.

	SD
	Availability Management
	The Availability Management process is responsible for ensuring that all IT infrastructure, processes, tools, and staff roles are appropriate for the agreed Service Level Availability Targets (contained in Service Level Agreements). Availability Management activities will define, analyze, plan, measure and improve all aspects of the Availability of an IT services. 

	SD
	Supplier Mgmt
	The Supplier Management process is responsible for ensuring that all Contracts with suppliers support the needs of the Business, and that all suppliers meet their contractual commitments.

	SD
	IT Service Continuity Mgmt
	This process responsible for managing the internal and external risks that could seriously impact IT services. It ensures that IT can always provide minimum agreed Service Levels (contained in Service Level Agreements) by reducing the risk to an acceptable level and by planning for the recovery of IT services in the event of a crisis. This process should be designed to support Business Continuity Management.

	SD
	Information Security Mgmt
	This process ensures the confidentiality, integrity and availability of an organization's assets, information, data and IT services. Information Security Management usually forms part of an organizational approach to Security Management which has a wider scope than just the IT perspective.

	ST
	Transition Planning and Support
	Moving an IT service from the design stage to the operation stage can be a time and resource intesive activity. The Transition Planning and Support process is responsible for planning all the other Service Transition lifecycle stage processes and co-ordinating the significant resources that they require.

	ST
	Change Management
	A change is any addition, modification, or removal of anything that could affect an IT service. The Change Management process is responsible for controlling the lifecycle of all changes with the objective of enabling beneficial changes to be made while minimizing disruption to IT services.

	ST
	Release and Deployment Management
	This process is responsible for both Release Management and Deployment activities. Release management is responsible for planning, scheduling and controlling the movement of releases to Test and then Live environments. The primary objective of Release Management is to protect the integrity of IT services and the IT infrastructure by ensuring the "correct components" are released into the Live environment. Deployment activities are responsible for "how" components are moved into or from the Live environment

	ST
	Service Validation and Testing
	This process is responsible for validation and testing of a new or changed IT service. Service Validation and Testing ensures that the IT service matches its design specification and will meet the needs of the business.

	ST
	Evaluation
	This process is responsible for assessing a new or changed IT service to ensure that risks have been managed. Its results are used in determining whether or not to proceed with the change.

	ST
	Knowledge Management
	This process responsible for gathering, analyzing, storing and sharing knowledge and information within an organisation. The primary purpose of Knowledge Management is to improve efficiency by reducing the need to rediscover knowledge.

	ST
	Service Asset and Config. Mgmt
	This process is responsible for both Configuration Management and Asset Management. Configuration Management is responsible for maintaining information about IT components (Configuration Items) required to deliver an IT service, including component relationships. Asset Management is responsible for tracking and reporting the value and ownership of financial assets. Both IT components and assets are managed throughout their lifecycle from acquisition to disposal.

	SO
	Event Management
	An event is an undesireable change in an IT component or IT service. The Event Management process is responsible for managing events throughout their lifecycle from detection and into the Incident Management process. Event Management is one of the main activities of the IT Operations Management function.

	SO
	Incident Management
	An incident is an unplanned interruption to an IT service, a reduction in the quality of an IT service, or a failure in an IT component that has not yet impacted an IT service. The Incident Management process will manage the lifecycle of all "break-fix" incidents from detection to closure. The primary objective of Incident Management is to restore the IT service to users as quickly as possible. The structure of incident management includes level 1 service desk support, level 2 generalist support, and level 3 specialist support.

	SO
	Problem Management
	A problem causes one or more incidents, but it is not known what the cause of the problem is. The Problem Management process is responsible for further investigation and finding permanent solutions and/or work-arounds. Problem Management is the longer and more proactive side to Incident Management's short term reactive side. 

	SO
	Request Fulfilment
	A user has many requests from IT that are not "break-fix" related. Such requests include information, advice, a standard change, or access to an IT service. Request Fulfilment is the process that manages the lifecycle of all requests eminating from the service desk through fulfilment and closure.

	SO
	Access Management
	The Access Management process is responsible for allowing users to make use of IT services, data, or other assets. Access Management helps to protect the confidentiality, integrity and availability of assets by ensuring that only authorized users are able to access or modify these assets. Access Management manages the lifecycle of access requests that eminate from the service desk though to delivery and closure.


ITIL Functions
	SO
	Service Desk
	The Service Desk is the function responsible for managing the people and technology to act as a single point of contact between the service provider (IT) and the users. A typical service desk takes ownership to manage incidents and service requests to completion, and also handles communication between the service provider (IT) and the users. The service desk is a critical function within the incident management process (level 1 support), and is also utilized by all other processes.

	SO
	Application Management
	Application Management is the function responsible for managing the people and technology that in turn manages the lifecycle of all applications; from concept through design, development, operation, and decomission. 

	SO
	Technical Management
	Technical Management is the function responsible for providing technical skills in support of IT services and management of the IT infrastructure. Technical Management defines the roles of support groups, as well as the tools, processes and procedures required.

	SO
	Operations Management
	Operations Management is the function within an IT service provider which performs the daily activities needed to manage IT services and the supporting IT infrastructure. IT Operations Management is divided into sub-functions of IT Operations Control and Facilities Management.
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